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Office of the Secretary of Defense § 245.17 

(1) Establish the necessary TSA di-
rectives/plans including special secu-
rity procedures to implement this part. 

(2) Maintain liaison with Combatant 
Commands whose AORs include TSA 
geographic areas of authority through 
the appropriate Federal Security Di-
rectors or other field offices. 

(3) Administer this part in accord-
ance with established requirements. 

(4) Ensure authorized TSA liaison po-
sitions at NORAD facilities are staffed. 

(5) Issue security directives describ-
ing ESCAT and its purpose for use by 
airport and aircraft operators. 

(6) Ensure TSA participation with 
the Combatant Commands in the test-
ing of this part. 

(7) Ensure TSA Federal Security Di-
rectors and field offices: 

(i) Disseminate information and in-
structions implementing this part 
within their AOR. 

(ii) Implement procedures outlined in 
this part. 

(iii) Assist appropriate military au-
thorities in making supplemental 
agreements to this part, as necessary. 

(d) The Commanders of Combatant 
Commands will: 

(1) Ensure that departing North 
American strategic flights are coordi-
nated with appropriate NORAD and 
FAA/NAVCANADA authorities. 

(2) Ensure training/testing of this 
part at all levels within their com-
mand, as appropriate. 

Subpart D—Procedures for 
Implementation of ESCAT 

§ 245.15 Appropriate military author-
ity. 

Appropriate military authority will 
take the following actions: 

(a) Notify or coordinate, as appro-
priate, the extent or termination of 
ESCAT implementation with DOT and 
DHS. 

(b) Disseminate the extent of ESCAT 
implementation through the Noble 
Eagle Conferences and the FAA DEN. 

(c) Specify what restrictions are to 
be implemented. Some examples of re-
strictions to be considered include: 

(1) Defining the affected area. 
(2) Defining the type of aircraft oper-

ations that are authorized. 

(3) Defining the routing restrictions 
on flights entering or operating within 
appropriate portions of the affected 
area. 

(4) Defining restrictions for the vol-
ume of air traffic within the affected 
area, using the EATPL, paragraph 
245.22 of this part) and Security Con-
trol Authorizations, as required. 

(5) Setting altitude limitations on 
flight operations in selected areas. 

(6) Restricting operations to aircraft 
operators regulated under specified se-
curity programs (e.g., the Aircraft Op-
erator Standard Security Program 
(AOSSP), and the Domestic Security 
Integration Program (DSIP). 

(d) Revise or remove restrictions on 
the movement of air traffic as the tac-
tical situation permits. 

§ 245.16 ATCSCC. 
ATCSCC will direct appropriate 

ARTCCs/CERAPs to implement ESCAT 
restrictions as specified by the appro-
priate military authority. ARTCCs/ 
CERAPs will take the following ac-
tions when directed to implement 
ESCAT: 

(a) Provide the appropriate military 
authority feedback through the 
ATCSCC on the impact of restrictions 
and when the restrictions have been 
imposed. 

(b) Impose restrictions on air traffic 
as directed. 

(c) Disseminate ESCAT implementa-
tion instructions to U.S. civil and mili-
tary air traffic control facilities and 
advise adjacent air traffic control fa-
cilities. 

§ 245.17 U.S. civil and military air traf-
fic control facilities. 

U.S. civil and military air traffic 
control facilities will: 

(a) Maintain current information on 
the status of restrictions imposed on 
air traffic. 

(b) Process flight plans in accordance 
with current instructions received 
from the ARTCC. All flights must com-
ply with the airspace control measures 
in effect, the EATPL, or must have 
been granted a Security Control Au-
thorization. 

(c) Disseminate instructions and re-
strictions to air traffic as directed by 
the ARTCCs. 
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